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Proposed MMIS 2020 Program Solution




MMIS 2020 Program Support Services  and Module Descriptions

The following is a description of the planned service vendors and modules for Pennsylvania’s MMIS 2020 Program to build a Medicaid enterprise system.  Services and modules may be added or removed at the discretion of the Department of Human Services (DHS) as the program progresses.

I. MMIS 2020 Program Support Services

1. Independent Verification and Validation (IV&V)

Providing independent oversight on behalf of CMS, IV&V services shall promote early detection of variances associated with DHS’ MMIS 2020 Program affording management the opportunity to implement corrective action to bring the program back in-line with agreed-upon expectations.

The IV&V vendor will assist in oversight and certification activities for inflight changes to the legacy MMIS, and will assist DHS complete its MITA State Self-Assessment.

To assure independence, the IV&V Contractor will be managed by the Governor’s Office of Administration’s Office of Information Technology (OA/OIT) which is departmentally and hierarchically separate from DHS.


2. IT Consulting /Quality Assurance Vendor

The IT Consulting/Quality Assurance (ITC/QA) vendor will provide quality control services to the design, development, and implementation (DDI) of the modular MMIS enterprise and system services.  The  vendor will review and approve all test plans, provide technical assistance to the module vendors with test plans and testing, and confirm all test results.  The vendor will also provide IT Consulting services which will  include gathering business requirements; creating the Medicaid Enterprise Systems Operations Manual, and creating and maintaining the MMIS System Documentation; conduct user training; and manage the technical helpdesk.
The Commonwealth anticipates awarding the ITC/QA contract in August 2017.

3. System Integrator/Data Hub 

The System Integrator/ Data Hub (SI) will link multiple modules and vendors providing the ability to implement modules in collaboration with the existing MMIS.  The SI vendor will provide the following system integration assets:
a. An Operational Data Store to act as a repository to collect and support sharing of data across modules.
b. Maintain a Provider, Partner and Worker Portal landing page as the entry point to the modules.
c. Organize the structure and visibility of data to support processing across the MMIS Enterprise.
d. Establish a governance framework for the MMIS Enterprise (data, security, web services, and other assets).
e. Provide a technical platform and integration plan for incremental integration of components.
f. Integrate different solutions hosted independently including COTS, legacy applications, software as a service (SaaS) solutions, system components, utility programs, and other technologies.
g. Provide the tools allowing for the transmission and use of data across the MMIS Enterprise.
h. Provide an enterprise service bus (ESB) as the web services orchestrator across the MMIS Enterprise.
i. Provide a Customer Relationship Management (CRM) solution.

The Commonwealth anticipates awarding the SI contract in December  2017 with final implementation completed by October 2019.

II. MMIS 2020 Program Modules

1. Drug Rebate

The implementation of this module is not considered part of the MMIS 2020 Program, as it is already in the process of being implemented.  DHS contracted with Goold Health Systems to maintain a clinically-based Preferred Drug List (PDL), administer Federal and State Supplemental Drug Rebates (Drug Rebate) for both FFS and MCO drug claims, and provide support to Retrospective Drug Use Review (RetroDUR).
As an in-flight project, the IV&V vendor may be required to assist with completing the certification review.
A copy of the contract is available at:  http://contracts.patreasury.gov/Admin/Upload/342012_Contract%204400015328.pdf

2. Member Enrollment

DHS is leveraging its existing Electronic Client Information System (eCIS), which provides member enrollment and eligibility determination for numerous departmental services including the Medicaid program.

3. Home and Community Services Information System (HCSIS)

DHS is leveraging its existing HCSIS system which is a Web-based application that serves as the operational system supporting the Home and Community Based Services Programs and Medicaid Waivers. The application includes quality, client, financial and reporting functionality; and it interfaces with several enterprise applications including the MMIS.


4. Electronic Data Interchange

DHS will contract with a HIPAA Compliant Electronic Data Interchange (EDI) service.  The EDI will be the gatekeeper for all electronically transmitted files and must support at a minimum the healthcare transaction set of files.  The EDI service will provide enterprise-wide standardization of data ensuring shared information is consistent among all external entities.
The Commonwealth anticipates awarding the EDI contract in December 2017.  DHS is planning a phased in implementation approach by ASC X.12 file types.

5. Prior Authorization

DHS will purchase a module that will support all prior authorization (PA) process for services including outpatient drugs, dental, and medical services, and will allow providers to request PAs and e-prescribe from mobile devices via a web portal.  This module will also support intense case management.
The Commonwealth anticipates awarding the PA module by December 2017 with full implementation by November 2018.

6. Program Integrity and Analytics

DHS will purchase a program integrity and analytics module to complement its existing Data Warehouse.  The solution will interface directly with relevant Federal and Commonwealth databases allowing it to operate and maintain the Program Integrity function of the MMIS to support fraud, waste, and abuse activities in accordance with Federal and State regulations.
The solution will also include a robust reporting platform consisting of ad-hoc and canned reports, and a comprehensive data warehouse/business intelligence solution to assist in departmental analysis.
The Commonwealth anticipates awarding the Program Integrity and Analytics module by March 2018 with full implementation by April 2019.




7. Managed Care and Financial

DHS will purchase a module to support Encounters/Capitation and Managed Care Administration. DHS will acquire a system that:
a. Processes encounters and pays the capitation fee to our partner Managed Care Organizations (MCO).
b. Facilitates the development of enhanced monitoring of the MCO systems including claims adjudication and program integrity effectiveness.
c. Performs all financial functions of the MMIS.
d. Supports common patient medical record data and coordination between behavioral health and medical health.
e. Supports industry and other national standards adopted across the intrastate to improve efficiency and cost effectiveness.
f. Expands the integration/centralization of MCO processes and centralize web reporting to include all MCO data.
g. Develops processes to improve quality of MCO data including translation guidance and post transmission audits.

The Commonwealth anticipates awarding the Encounters/Capitation and Managed Care Administration contract by March 2018 with full implementation by December 2018.

8. Provider Management

DHS will purchase a centralized Provider Management module that will manage the provider business processes and information across the agency. The module should  have the capability to leverage Pennsylvania's existing Provider Electronic Portal to access and process provider applications submitted or updated via the portal. 
The module will:
a. Manage all provider information including names and addresses, provider type(s) and specialty(s), eligibility information, Taxonomy, licenses, credentialing, ownership and control, revalidation date, and links to entities such as groups, MCO’s and Ownerships and Partnerships, etc.
b. Manage provider enrollment and revalidation transactions including application fees, site visits, fingerprints, and background checks; and monitor/prohibit affiliations with debarred or unqualified individuals.  Include the ability to accept electronic signatures for enrollment.
c. Maintain a web portal for providers to enter or manage claims, access remittance advice, distribute provider communications, check prior authorizations, and confirm recipient eligibility, etc.
d. Manage communications including status changes, approvals, denials, sanctions, and license expirations.
e. Support a provider appeals process.

The Commonwealth anticipates awarding the Provider Management contract by March 2018 with full implementation by November 2018.

9. Third Party Liability

DHS will purchase a Third Party Liability (TPL) module to operate and maintain the TPL function in support of DHS and Federal regulation.  At a minimum, the TPL module will:

a. Support all TPL functions, files, and data elements necessary to meet the requirements for CMS Certification and the State Medicaid Manual.
b. Document case status to include but not limited to litigation or estate settlements, court claims, payment received or refunds, cross reference multiple parties (defendants, plaintiffs, attorneys etc.) involved in the same incident, and maintain tortfeasor information.
c. Store and retrieve casualty-related information (e.g., motor vehicle accident and workers’ compensation information) through an automated process.
d. Generate and record follow-up communications to stakeholders (recipients, attorneys, insurance companies, etc.) and other potentially liable third parties according to State-specified criteria, and maintain a chronological order of events that have occurred for each case.

The Commonwealth anticipates awarding the TPL contract by March 2018 with full implementation by March 2019.

10. Fee for Service

DHS intents to purchase an agile, rules-based Fee for Service (FFS) processing system that can easily integrate other programs such as LIHEAP and the MATP program.  With the goal of minimizing paper claims, the system will readily accommodate exceptions.  In addition, the system will:
a. Accommodate claims submission via the internet.
b. Maintain data consistency across programs.
c. Include robust query and reporting capabilities.
d. Provide a single claims adjudication process that integrates health care claims from sister agencies, atypical providers, and other non-health care providers, and includes electronic claims attachments.
e. Capture all claims records including FFS Claims, recipient Co-Pay, Financial Transactions, adjustments, and attachments.

The Commonwealth anticipates awarding the FFS contract by March 2018 with full implementation by October 2019.
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MMIS Modularity

Integration around a data hub enables modularity and incremental implementations.  

A designated systems integrator is key to managing this implementation.

Independent Validation & Verification (IV&V):

Independent vendor that oversees project 

activities and measures quality against industry best-practices. Identifies issues or challenges 

across the various vendors for escalation as necessary.

Systems Integrator

: Integrates component subsystems, ensuring system interoperability. Provide 

support for Level 1 Help Desk.

Support Services

Quality Assurance and Project Management :

Independent vendor that oversees quality and 

manages the projectactivities and the module vendors. 

Legend

Designated Partner Portal users with 

appropriate security roles will be able 

to access and take action in module 

Designated Worker Portal users with 

appropriate security roles will be able 

to access and take action in module 

Designated Provider Portal users with 

appropriate security roles will be able 

to access and take action in module 

Authorized portal users can access data / take action within designated module.
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MMIS Modularity

Integration around a data hub enables modularity and incremental implementations.  A designated systems integrator is key to managing this implementation.



Independent Validation & Verification (IV&V):  Independent vendor that oversees project activities and measures quality against industry best-practices. Identifies issues or challenges across the various vendors for escalation as necessary.

Systems Integrator: Integrates component subsystems, ensuring system interoperability. Provide support for Level 1 Help Desk.

Support Services

Quality Assurance and Project Management : Independent vendor that oversees quality and manages the project activities and the module vendors. 



Legend



Designated Partner Portal users with appropriate security roles will be able to access and take action in module 



Designated Worker Portal users with appropriate security roles will be able to access and take action in module 



Designated Provider Portal users with appropriate security roles will be able to access and take action in module 



Authorized portal users can access data / take action within designated module.
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